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About me

Jollen Chen,

Founder & CEQ,
The Flowchain Foundation

Jollen Chen is the creator and lead developer of
Flowchain.io, an open source based loT blockchain
solutions. Before Flowchain.io, he has been working
on embedded software and full-stack web
development for many years. His research interests
are the Distributed Ledger Technology (DLT) and
loT data security. Jollen holds a Master's degree In
Manufacturing Information and Systems from the
National Cheng Kung University, Taiwan. You can

find him online at http://jollen.org.
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Flowchain Visions
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0 FLOWCHAIN

Hardware/Software Blockchain designed
Development from the ground up

The Distinguished Aspects

FLOWCHAIN

Reviewed
Research Papers

Proof-of-Concept
via opensource



Free and Open

@ Free and Open Source License
@ Open Standards
@ Web Technologles

@ 100% JavaScript Implementations



Github Repositories

Flowchain

A distributed ledger for the Internet-of-Things (aka. loT Blockchain) in JavaScript

https://flowchain.co/ jollen@flowchain.io

E] Repositories 19 11 People 6 (i) Teams 0 Il Projects 0 { Settings

Pinned repositories

= devify-server = flowchain-app
A set of lightweight loT cloud server boilerplates. A Flowchain plugin that provides the flow-based
The simplest way to build isomorphic JavaScript loT programming (FBP) engine.
servers.
JavaScript W69 Y17 JavaScript W26 ¥5
= flowchain-ledger = wwRPC
A distributed ledger for the p2p and decentralized A light weight library that makes REST-style RPC
loT devices in JavaScript. operations over the Websocket
JavaScript W16 ¥8 JavaScript %3 ¥2

Customize pinned repositories

= blockchain-starter-kit

The training course for better understanding the
blockchain from the ground up: a project template
to create as simple as possible implementation of a
blockchain.

JavaScript W42 Y18

= wotcity-wot-framework
Forked from wotcity/wotcity-wot-framework

wotcity.io: the Web of Things programming
framework

JavaScript



The Flowchain Insides

@ The dataflow blockchain

@ The Blockchain OS for loT

@ The Hybrid blockchain for [oT
@ Decentralized Al




Dataflow Blockchain, #1 of 4 FLOWCHAIN

@ TheloT nodes are self-organized as a “Ring”.

@® Exchange data (dataflows) over a p2p network.

P2P
(Chord algorithm)
O
N1
O O

N8 N2

Flowchain
N7 N3
O Edge Computing O




Academic Papers

Reviewed Research Paper

Flowchain: A Distributed
Ledger Designed for Peer-to-
Peer loT Networks and Real-

time Data Transactions.

Reviewed and published in the
2nd International Workshop on
Linked Data and Distributed
Ledgers, May 29, 2017,
Portoroz, Slovenia.

FLOWCHAIN

Hybrid Blockchain and Pseudonymous Authentication for
Secure and Trusted loT Networks

Jollen Chen
Flowchain Open Source Project

Devify, Inc.
jollen@flowchain.io

ABSTRACT
This
1.1 Previous Works
Keywords
1. INTRODUCTION
T In T IoT
1.2 Type of Blockchains
T -

10



The Flowchain Insides

@ The Blockchain OS for loT

FLOWCHAIN



Blockchain OS, #2 of 4 0 FLOWCHAIN

@® The flowchain OS called Devify enables Device Autonomous
Machines

2] Trusted Digital Assets Tokenized Things Decentralized
S Assets Storage Management Management Exchange (DEX)
a Dextoken: tokenized hardware and peer-to-peer trusted computing
B
- Virtual Block Miner P2P Protocol Distributed Hash Table
T | | .
T
N
T wwRPC: the light-weight RPC over REST-style operations
o
: Event Emitter URL Router Request Handlers Thing Description
-
ks Application Layer Protocols
=
JavaScript Runtime (Node.js, V8, JerryScript, and etc.)




Flowchain OS runs Everywhere

Dapps Dapps Dapps
RPC & DHT RPC & DHT RPC & DHT
Thing (WoT) Thing (WoT) Thing (WoT)
WebSocket / CoAP WebSocket / CoAP WebSocket / CoAP
Node.js 0.12 JerryScript Node.js 4.4+
OpenWRT (Linux) FreeRTOS MacOS
MIPS Processor ARM Cortex-M4 Intel Core 2
580MHz 192MHz 1.4GHz
128MB DDR2 352KB RAM 2GB DDR3
32MB Flash 4MB Flash 64GB SSD

0 FLOWCHAIN

JavaScript
JavaScript
JavaScript

JavaScript

s @O,
@ @ (2
@ [ E

heterogeneous
Hardware

13



0 FLOWCHAIN

e AWOT Servient comprises of client and server
combinations.

The Broker Server Layer

WoT Servient WoT Servient WoT Servient

CoAP Server Websocket Client Websocket Server CoAP Client CoAP Server Websocket Client

dsie A Y g e ] Y g e A
Y Module : wrtnode’ :ﬂ SR TN M (Ol ode fﬂ SR =N R (Ol node :ﬂ

B ccrcs. M P e e rids oSSR IRt < c o M

ve ., - - | o T - - o " e :
4 FCCID: 2ALR4-WRTNODE? ! v P CCID: 2ALRA-WRTNODE? f ', P4 CCID: 2ALRA-WRTNODE? f

14



acm) SIGBED Review (ISSN: 1551-3688)

Special Interest Group on Embedded Systems

Submit N Contact Us

SIGBED Review. Volume 15, Number 2, March 2018
Special Issue on Advances in loT Architecture and Systems (AloTAS'17)

Content:

« Where is PELE? Pervasive locdalization using wearable and handheld devices
Luis Henrik John', Chayan Sarkar?, and R. Venkatesha Prasad’
' Delft University of Technology, Delf, The Netherlands

2TCS Research, Kolkata, India

o Device Microagent for loT Home Gateway: A Lightweight Plug-n-Play Architecture
Dhiman Chattopadhyay, Abinash Samantaray, and Anupam Datta
Tata Consultancy Services, India

o Automation of Feature Engineering for loT Analytics

Snehasis Banerjee’, Tanushyam Chattopadhyay’, Arpan Pal’, and Utpal Garain?
'TCS Research & Innovation, Kolkata, West Bengal, India

ZIndlian Statistical Institute, Kolkata, India
o Devify: Decentralized Internet of Things Software Framework for a Peer-to-Peer and Interoperable loT Device
Jollen Chen
Devify, Inc., Devify Open Source Project
o Zero Energy Visible Light Communication Receiver for Embedded Applications

Prabhakar T V!, Vishwas Shashidharé, G S Aishwarya Meghana?® R. Venkatesha Prasad®, and Garani Vittal Pranavendra®
'Indian Institute of Science, Bangalore, India

2NITK, Surathkal, Mangalore, India

3pelft University of Technology. Delft, The Netherlands

4Indlian Institute of Technology, Bhubaneswar, India

Editorial Board:

o Sergiy Bogomolov, Australian National University, Australia
o Oleg Sokolsky, University of Pennsylvania 15




The Flowchain Insides

@ The Hybrid blockchain for loT

FLOWCHAIN



Hybrid Blockchain, #3 of 4

FLOWCHAIN

® The Flowchain comprises of a public blockchain and multiple

private blockchains.

® The hybrid consensus nodes implement such hybrid blockchain

model.

Al Edge Computing

O

9 o

N8 N2

Flowchain
O N7 N3 (O)
Edge Computing

N6 N4

Distributed Al
Computing Pool

Flowchain Pool
@

17



Flowchain loT nodes are devices FLOWCHAIN
that running Flowchain code.

Puzzles Miner Is a computer that aims to generate
the puzzles and broadcasts the puzzles to the private
blockchains.

Private Blockchain Public Blockchain

Flowchain
N7 N3
Q loT Nodes O

Puzzle
Miners

18



The Flowchain Insides

@ Decentralized Al

FLOWCHAIN



0 FLOWCHAIN

Company A Company B ‘
(Flowchain Edge Al) (Flowchain Edge Al) ‘

Flowchain Hybrid Node

Company C
(Flowchain Edge Al')

Company F
(Flowchain Edge Al')

Al Miners &
Al Computing Pool

Flowchain Hybrid Node
Flowchain Hybrid Node

‘ Flowchain Hybrid Node

Company D

(Flowchain Edge Al')

’ ‘( Company E ‘

Flowchain Edge Al)

20
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Pseudonymous
Authentication




o1

Blockchain + Al

o FLOWCHAIN

over Pseudonymous Authentication

Private Blockchain B

Private Blockchain A

Private Blockchain C

4 )
Flowchain Flowchain
: loT Nodes
0T Nodes Trusted Transactions )
\_
2 %)
- c
= O
© 5
© ©
2/ %)
- c
- . ©
= Puzzle Miners =
O o
et ]
12 %
= =
= Public Blockchain —
4 Trusted Transactions | )
Flowchain Flowchain
loT Nodes loT Nodes
\_ ),

Private Blockchain D



Academic

Papers

FLOWCHAIN

Hybrid Blockchain and Pseudonymous Authentication fi
Secure and Trusted loT Networks

Jollen Chen
Flowchain Open Source Project

evify, Inc.
jollen@flowchain.io

ABSTRACT

This paper addresses the issue of secure and trusted Inter-
net of Things (IoT) networks by adopting the emerging
blockehain technologies. This paper proposes a new hybrid
blockchain technology to address the trusted IoT issues such
as trustless communications and decentralized applications.
Besides, we also present that the pseudonymous authenti-
cation technique can use a puzzle-solving computation to
enable trustless communications for the IoT and provide the
capabilities of near real-time transactions. In our previous
work, we presented a decentralized software framework for
the ToT by using a p2p network and the concept of the
blockchain. In this paper, we outline the core components of
the hybrid blockchain and delve deeper the algorithms of the
hybrid consensus to provide the capabilities for our hybrid
blockehain technology

Keywords
Internet of Things, Blockchain, Hybrid Consensus, Peer-to-
Peer, Trustless Computing, Decentralized

1. INTRODUCTION

The Internet of Things (I6T) devices can generate and
exchange security-critical data over the ToT network. Many
orks use the public-key infrastructure (PKI) to au-
¢ devices and ensure the data security as well as the
data privacy. The IoT device has to sign the generated data
by a digital public key, and deliver the data to the network
for exchanging. However, such authentication method tends
to be expensive for an IoT device regarding computing power
and energy consumption

Furthermore, the blockchain technology has the decentral-
ized, secure, and private nature to become a promising idea
that can be approaching the next-generation IoT architec-
ture. Therefore, in our previous works, Flowchain and Devify
have already been proposed to build a blockchain technol-
ogy for the 10T device over a p2p network. Therefore, to
achieve a secure and ineapensive blockchain for the IoT, this
paper proposes Flowchain Hybrid Blockchain to enable fast
authentication by eliminating the concept of traditional PKI
methods. Furthermore, our work can address the technical
challenge of achicving an efficient and secure IoT device to
exchange the captured data by the blockchain technology.

Copyright etained by the authors.

The rest of the paper is organized as follow: In Section 2
we describe the main components of the hybrid blockchain
design. In Section 3 we present the model including the
architecture, algorithms and the hybrid blockchain design.
The ToT blockchain economy is discussed in Section 4. Finally,
Section 5 concludes the paper

1.1 Previous Works
A. Devify

Devify has already proposed a generic and comprehensive
software framework for building various types of trust IoT
networks in a decentralized manner that can execute on a
variety range of hardware devices, such as cloud servers.
mobile devices, and resource-constrained devi

B. Flowchain

Flowchain is the blockehain technology for the ToT de-
veloped on Devify. In a blockchain network, the consensus
system can ensure the trusted transactions among all ToT
nodes in a p2p network. The blockchain for the IoT tech-
nology comprises of a p2p network system, and a consensus
system. The traditional public blockchains, such as Bitcoin
12] and Ethereum, use proof-of-work (PoW) consensus sys-
tem; however, th ssus system does not provide
the ability of near real-time transactions. Therefore, in our
previous work, Flowchain has also already proposed an ToT
blockehain technology and a mining based proof-of-stake
(PoS) miner to ensure the real-time transactions for IoT
blockehain. Consequently, ToT devices vary, e.g., resource-
constrained devices, mobile devices, and high-performance
server frames that the computing power varies from devices.
Flowchain uses the Devify software framework as the under-
lying p2p network system to implement such IoT blockchain
technology. Thus it can execute on various ToT devics,

1.2 Type of Blockchains
The blockchains could be either a public blockchain or

a private related to who is allowed to join the blockchain
network [7;

ces,

e PoW conse

A. Public Blockchain

Anyone can join the blockchain network, meaning that the
blockchain network is entirely open to users for submitting
transactions, nd mining. More
specifically, since the creation of Bitcoin in 2009, the public
blockchain can enable a decentralized model that it can
operate without any central authorizations; thus the public
blockchain has the natures of openness and trust.

cessing shared ledgers,

Reviewed Research Paper

Hybrid Blockchain and
Pseudonymous
Authentication for Secure
and Trusted loT Networks

In Proceedings of the Workshop

on 2nd Advances in loT

Architecture and Systems, June

3, 2018, Los Angeles, USA.

23



Public
Blockchains

Anyone can join the blockchain

network that the blockchain

network 1s completely open to users

for submitting transactions.

The public blockchain can enable a

decentralized model that it
operate without any centra

authorizations; thus the pu

Cal

dlic

blockchain has the natures of

openness and trust.

0 FLOWCHAIN

24



Private
Blockchains

Only authenticated users can join

the private blockchain network.

The user need to request

Dermissions

the private b

network anc

transactions

0 FLOWCHAIN

from an authority In
ockchain for joining the
submitting

to the private

nlockchain network.

25



Pseudonymous authentication can
replace the PK| to enable a fast
authentication @ @

loT nodes

ﬁ miner
0 FLOWCHAIN



Puzzle Miner is a scheduler that

orovides time-difficu
huzzles

The loT node was pseudonymously authenticated to submit transactions at (ti,tj,tk).

ty string search

Fix period scheduling: 1 secon d = 50.0 slices (50 kHZ)

Blockchain Network

27
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Lambda.prototype._miner = function()
{ FLOWCHAIN

var MAX_LOOPS = 1000000, /1M

// FIXME: the difficulty has to be a small number of a shared difficulty from the public mining pool
var difficulties = |
'00F8888888888888333388888888888838338888888888883838338888888888888,
'0F888888888833388888888888833388888888888833388888888888883833888"

I

var nonce = this.nonce;

while (MAX_LOOPS--> 0) {
var hash = virtualMiner(nonce, this.sHeaderHash, this.sSeedHash);

if (hash <= difficulties|[0]) {
console.log(chalk.green('New block found: Ox' + hash.toString(16)));

this.nonce = nonce; function Lambd
return nonce; netion Lambdz()

{
) this.sHeaderHash =";
nonce++: this.sSeedHash =";
) this.sShareTarget =",
this.nonce = 1;

console.log('Cannot found a valid lambda value. Please try again later));
return O;

) }

return this;




/**

* The lambda value has to be unique, truly ramdom, and unattackable. So that, ideally, the value
* has to be a nonce value that can solve the shared work which has a lower difficulty., Currently,

*In the PoC stage, we just set the shared difficulty at a fixed value.

*/

var virtualMiner = function(nonce, previousHash, seedHash) {
// The header of the new block.
var header = {
nonce: nonce,
seed: seedHash,
previousHash: previousHash,
timestamp: new Date()

),

var blockHash = crypto.createHmac('sha256', 'Flowchain is magic ;-))
.update( JSON.stringify(header) )
digest('hex");

// Generate the lambda value and its corresponding puzzle.
gLambda.generateLambdaPuzzle(nonce, header);

return blockHash:

FLOWCHAIN

30



Puzzle Miner algorithm

Devity: Decentralized Internet of Things Software

Framework for a Peer.to-Peer and Interoperable loT Device

uuuuuuu

.....

Hybrid Flowchain: Smart
Contract Platform for
Distributed Autonomous
Machines

[a—

NS

0 FLOWCHAIN

. U1 starts receiving A from the broadcasting
. Let Puzzle be a function and §; be a string; U< receives

a puzzle (Puzzle,x;) from a peer Uj in the private
blockchain over the p2p network

. Let Puzzle()\) gives an arbitrary-length vector Z of the

Konami Code, then & = (z1,...,2,),n < j

Let Fpuz maintain a set 7 of puzzle solutions, then
Fpuz computes each entries in Z, let y; = Fpuz(z;),i =
(1,...,9)

The miners say that Ui solves the puzzle (Puzzle, z;) if
Fpuz successfully finds y; = z; within the time interval
o

Fpuz returns §; to Uj and stores H = (Z,y;, A) in T
The miners and /5 confirm the user U+ is authenticated

31



Lambda.prototype.generateLambdaPuzzle = function(nonce, header) {
var SeqList = require('seqlist’);
var crypto = require('crypto’);

// FILL YOUR TOKEN ADDRESS

var hash = crypto.createHmac('sha256', '0xA3b2692eD05309a33F589¢cdb197767bc257D7C2B")
.update( JSON.stringify(header) )
digest('hex");

var arr = hash.split(");

var seqlist = new SeqList(arr);

var g1 = seqlist.topk(10, 'max));
var g2 = seqglist.topk(10, 'min’);

var lambda = hash.replace(q1,");
var puzzle = {

ql:ql,

g2: g2
3

this.lambda = lambda;
this.puzzle = JSON.stringify(puzzle);

console.log('Hash #' + hash);

console.log(' Generated puzzle #' + this.puzzle);
console.log( Generated lambda #' + this.lambda);

FLOWCHAIN

32



Submit transactions to the public
blockchaln for verification.

1. The trusted user U7 produces a message or receives a
message from another user through the p2p network;
formally, let M be this message

2. The trusted user Ui has the keypair (sk;, pi;); let Sign
be the signature function

3. Let 7% be the new transaction and Hash be a hash
function so that 77 = Hash(Sign(M), H, pk;);

4. Ui submits 7% to the public blockchain

0 FLOWCHAIN
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Byzantine Fault Tolerance

-n = 8 NS /RetreN
-“ _ _I / Retreat
) N> 3+ ]

N7© Attack

= for nin [N1..N8)
fCan(n) > 2T+ |

Attack Q N3

FLOWCHAIN

34



Flowchain BF T

-HZS %/Rgt?e

2 N /
B n>=m+ ]

N7© Attack

B Faulty PEs free \

Attack

O

TS

Retreat

Attack Q N3

FLOWCHAIN
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Finding top-k elements in data streams

Nuno Homem *, Joao Paulo Carvalho

TULisbon - Instituto Superior Técnico, INESC-ID, R. Alves Redol 9, 1000-029 Lisboa, Portugal

—

SS Top-100

FSS Top-100

|

SSTop-50

FSS Top-50

n Base space

SSTop-20 ® Double space

| 1

FSS Top-20 - ® Quad Space

-

SSTop-10

FSSTop-10

-~
l |

0.4 0.5 0.6 0.7 0.8 0.9 1 Precision

Fig. 10. Top-k Precision with increasing space in Trials 5.



Maximum
faulty PEs

Complexity

Order of
network
bandwidth

Convergence
rate

Dolev

N/3

1/(N-2r-1)

Fekete

N/4

1/((N-2m)/m)

2 BFT g+t

FCA

N/3

21/N

CREA

CCA

N/3

N/A

/N

Flowchain Brooks-
BFT lyengar
N/2 N/3

O( O(

O(N) O(N)
2*accuracy 21/N
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Trust and Anonymity

Public Private
bermissioned PoS,DP0S | PBFT, SBFT
Katka . Multi-signature
. POW - FlowchainBFT
Permissionless |

POET FBA Quantum

—iAnonyrn/ty

Source: https://flowchain.co

1%
2
=
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Flowchain
Submit
Transactions




SUCCESSOR(D1) = N6

SUCCESSOR(D2) = N3

@) @)
NT N1
ON8 NzO ONS N2O
D4 D3 D2 DI D4 D3 D2
/\ /_\
O N7 N3 Q QO N7 N3 Q
ON6 - N4O ON6 . N4O
@) @)
O—
(@) (b)
SUCCESSOR(D3) = N5 SUCCESSOR(D4) = N7
@) @)
N1 N1
ON8 NZO ON8 NQO
D4 D3 D4
/\ /\
O N7 N3 Q O N7 N3 Q
ON6 . N4O ON6 " N4O
@) @)

®

@ Endpoint Node

FLOWCHAI

N
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Flowchain P2P Dataflows FLOWCHAIN

SUCCESSOR(Data 1) = N

- N gy
......
¢' s

0
Sensors @ / \? / QNZ

SUCCESSOR(Data 2) =

e Wireless Sensor Network (WSN) @ N OLE
over the decentralized and peer-to- [N N
peer network. . "

e N8is the "broker service” of Q 0
Sensor-8. N6 el Y N4

e N7 isthe “successor node” of “Data N5

1" gathered by Sensor-8
Q Broker Node —> Jtem ]

@ Sensor Node / Node-8 = > Jtem 2

41



Generating Data Key

e [se SHAT

o TheHDATA is the hash key of “sensor data”

HpaoTa = SHAL1( data + timestamp + ramdom )

SUCESSOR( HpaTa )

Lookup the successor node 1n the DHT

FLOWCHAIN

42



Generating Transaction |D FLOWCHAIN

e Use SHA256, SHAT, and Double SHA256

o The HDATA hash is generated by the p2p network

Hg| ock = SHA256( BlockNo + timestamp + nonce )
HpaoTa = SHAL1( data + timestamp + A )

Hiy1p - SHA256( SHA256( Hg|ock + HpaTaA ) )

43



Data Transactions FLOWCHAIN

® The data transaction process (E)

Step 1: Generate the key of the data - HpaTa

Step 2: Search the successor node of the key in the DHT -
SUCCESSOR(HpATA)

Step 3: Send [HpaTA Al to the successor node over the RPC
operations

Step 4: The successor node generates Hiy|D

Step 5: The successor node signs (optional) and submits
HixID to the public blockchain

44



Authenticated Encryption

with Associated Data (AEAD)

V4

The puzzle solution

A

E

N

gl

encrypted

—

authenticated

FLOWCHAIN

45



Flowchain
Tokenized
Hardware




Cooperate on Tokenized Hardware

Tokenized Hardware: The New Crypto
Innovation

Jollen Chen! and Eric Pan?

! Flowchain Open Source Project, Devify Inc.
jollen@flowchain.io

? Seeed Technology Co.,Ltd.
ep@seeed.cc

February 2, 2018

The first paper to propose Tokenized Hardware and deep intuitive
understanding of the next wave of hardware industry:.

Flowchain and Seeed Studio press Tokenized Hardware position paper,

expected to enter an entirely new level of 0T and Blockchain engagement
products.
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R4 705" &8

i

Coverstory Interview by Forbes
Magazine, 2013

Eric Pan, the famous and 30 under 30
entrepreneur in Chain, has deep
experience and knowledge in hardware
industry. He is the Founder and CEQ,
Seeed Studio, a leading open source
hardware supplier in the world.

cﬁ@&%
overstory sxmis

EW TR

{0 22 04 0 80 R 40 FI WA . GA 2 B A 6] 0 8 4 7 B8 A o B A 0 A ol
“ousH Coverstory Interview by China
< w1 Productivity Center, 2016

Jollen Chen, the open source developer,
has deep experience and knowledge in

embedded software industry. He is the

Founder of Flowchain, a loT blockchain
software company in Taiwan.



PROLIFERATION

INTERNET

1970s-1980s

MOBILE DEVICES

SERVERS

LAPTOPS

1990s-1999s

CLOUD

1999-2015

GPUs

o FLOWCHAIN

TOKENIZEiS.

MOBILE BLOCKCHAIN: TOKEN

2006-2018

2008-2020

2018-207?? TIME
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From Hardware to Tokenized Hardware

Hardware V.S. Tokenized Hardware

e Tangible assets Tangible assets

Digital assets
Ownership

Rights

Depreciation
Externality
Decentralized assets
Exchange (Dextoken)

FlowchainCoin (FLC) is an utility token that can be used in
tokenizing hardware and accessing the Flowchain platform.

50



Conclusions



Trusted thirty parties removed by
Flowchain using the blockchain
technologies

0 FLOWCHAIN ‘i

The data tflow can be safely sent
through an untrusted channel Is
trustless communication.




The Flowchain Model FLOWCHAIN

The Al Dapps

Distributed Autonomous Machines

Trustless Communication and Consensus

Trusted Hardware

53



Flowchain underlying layer:

Tokenized Hardware +

DAM

Current Trusted
Computing Model

FLOWCHAIN

Flowchain Trustless
Computing Model

Secure input and output

Memory curtaining /
protected execution

Trusted Third Party (TTP)

ARM TrustZone
Virtualization
Linux

..........................................................................

.....................................................................

Tokenized &
Trusted Hardware

Distributed
Autonomous
Machines
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Flowchain uppermost layer:
Al over loT Blockchain

0 FLOWCHAIN

Data Models &

Tokenized Hardware & Datasets
Distributed Autonomous Machines

Machine Learning Miners &

/ Flowchain loT Nodes \ Incentives
" @

©

Trusted
Transactions

Private Blockchain

\_

Public Blockchain

N
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B ‘OWChaIﬂ — (mining) *(|OT, Blockchain, AI)

Website https://flowchain.co

Github https://github.com/flowchain

Contact jollen@flowchain.io

FLOWCHAIN

WeChat jollentw



